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CMTS-Based Services Landscape

AMassive investment in HFC Infrastructure
AHFC and DOCSIS footprint and coverage
APredominantly High Speed Data, Internet Access

AVoice over IP Revolution
New revenue stream for Cable Service providers
Competitive pricing for consumers

Als this the end of line for CMTS and HFC-based
services?

ANext revenue generating service over HFC/CMTS?
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The Next Wave of Evolutiond BSoD

ALong history of VPN services over Fiber

AHFC plant under-utilized in Business hours
Dual purpose HFC networks

ABusiness Services over DOCSIS i BSoD
ANo additional cost in most cases

A Same HFC network, additional services
AZero touch CMTS provisioning

A Standardized service offerings
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Carrier Ethernet Business Services




Why Ethernet Services?

The Basics

: l“"" ! Long History of Deployment

De-facto LAN Technology

Can Terminate Fiber and Copper Effectively
Ethernet over DOCSIS adds a new paradigm

bOSIIIREE=
i

4 Not as Expensive as Other WAN Technologies
meoumiseessy || Staff Already Trained in Ethernet

X4

r.

/ Ethernet Has Came a Long Way Since
Its Early Days
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What VPN Services?

AMass scale Carrier Ethernet Services adoption
AMPLS-based L3 VPN and L2 VPN services

A Advantages of L2 VPN services over L3 VPN:
Protocol Agnostic
No protocol sharing between SP and Customer
More customer control over their network
Simpler to deploy

A Standardized Carrier Ethernet L2VPN Services
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Carrier Ethernet L2VPN Services

E-LINE Services E-LAN Services

Ethernet Private Line (EPL)

Replaces a TDM private line Ethernet Private LAN (EP-LAN)
Dedicated UNIs for point-to-point connections Supports dedicated UNIs

Single Ethernet Virtual Connection (EVC) per UNI Supports transparent LAN services
The most popular Ethernet service due to its simplicity Supports multipoint Layer 2 VPNs

Port-based

— B
Ethernet Virtual Private Line (EVPL)
Replaces Frame Relay or ATM services
Supports service multiplexed UNIs (i.e., multiple
EVCs per UNI)
Allows single physical connection (UNI) to customer
premise equipment for multiple virtual connections

VLAN-based

Ethernet Virtual Private LAN (EVP-LAN)
Supports service-multiplexed UNIs
Supports multipoint Layer 2 VPNs
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Business Services Over DOCSIS CableLabs

ABuilds on standards defined by MEF

A Competitive advantage for Cable SPs due to
HFC reach

ACable Labs specs available for L2VPNs

ADOCSIS 3.0 offer new opportunities for BSOD

Higher speed with Channel bonding

Effective Competition against T1, leased line and in some
cases, fiber
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Business Services Over DOCSIS
Deployment Models




BSoD L2VPN Deployment Models

ATwo distinct deployment models
CPE-Based L2VPN

Minor adjustments over established HSIA services
Layer 2 Tunnel established between CM Routers

Network-Based L2VPN

True L2 service through CMTS
Layer2 tunnel established within Cable SP Network
Multiple variations available

Transparent LAN Services over DOSCIS

Dot1lQ-based BSoD
MPLS-based BSoD
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CPE-Based L2VPN Services




CPE-Based L2VPN

AiOver The TopoOo approach

AIP Tunnel created by CM router over HSIA Traffic
GRE or L2TPv3 Tunnel

A CM Router establishes EOMPLS over IP Tunnel

EoMPLSoGRE
EoOMPLSoL2TPV3

ACable SP see regular L3 traffic from customer
AFragmentation may be a concern

ASimple, easy deployment, no changes to SP
Infrastructure
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CPE-Based L2VPNs
How It Works?

CM

Router VPN Site#2

VPN Site#1 CM
Router

- IP Tunnel

mEEEIPYW
B HOCSIS HWIC

CM Router (1805 ISR) M Router (1805 ISR)

Ethernet Ethernet
UNI : Cable’'Modem UNI 1

HWIC

|

L2 Tunnel (EOMPLS)
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CPE-Based L2VPN
Control Plane and Data Plane Flow

CPE1 CM1 CMTS1 HR1 DHCP/TFTP CMTS2 CM2 CPE2

UNI Seryer UNI
CM registers .
With CMTS - - (e < Py vc\:nthI] rce:%\]/lls_,rtgrs

CM Router gets

IP address

CM Router sets up
a GRE/IP tunnel (

CM Router sets up
a PW over tunnel

L2VPN Eth

—.------------

R

-———————————-.

CM uses DHCP to

get a Mgt IP address

» CM Router uses
DHCP to get IP
address

( GRE/IP tunnel

CM Router sets
! P up PW o tunnel

EoMPLS Pseudowire

>@

Ve 7\
Frame .
IS SENt Loy [ | —
Eth Frame /- EoMPLSoGREoIP. _1PRacket Eth-Frame

CM Router imposes
an MPLS PW label,
then places GREoIP
header. CM places the
DOCSIS header.
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CMTS removes
DOCSIS header and
forwards it like any IP
packet
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CMTS forwards the IP
packet over DOCSIS.

CM removes DOCSIS
header; CM Router
removes the GRE/IP
and MPLS header &
forward Eth frame
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CM Router sets up
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Network-Based L2VPN Services
TLS over DOCSIS
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Transparent LAN Services (TLS)

Over DOCSIS
How It Works?

A Cisco Proprietary Layer2 Tunneling mechanism
APrecursor to Cable Labs spec on L2VPN BSoD

AAIl CM traffic encapsulated in a unique VLAN on
CMTS

AUpstream router implement EoMPLS or H-VPLS

AEach L2VPN site (CM) statically configured on
CMTS

ANo Multiplexed (EVPL, EVPLAN) Services
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TLS Over DOCSIS

Point-to-Point (E-Line) Service

(" EoMPLS PW

EEEm Service Flow

VPN Site#1 VPN Site#2
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CMTS installs MAC<-> .1q
mapping in forwarding table

L2VPN Eth
Frame
Is sent

TLS Over DOCSIS

Control Plane and Data Plane Flow

CPE1 CM1 CMTS1 PE-1

TFTP Server

B L]

PE-2 CMTS2 CM2 CPE2

] BN

EoMPLS Pseudowire

CM registers .
With CMTS

® >

CM registers
with CMTS

+—9

& downloads config

add; downloads
the config file.

( . CMTS installs MAC<-> .1q
mapping in forwarding table

EoMPLS Pseudowire

Eth Frame.f-DOCSIS. - [802.1q Frame

MPBLS Frame
CM forwards eth
frame over

DOCSIS Flow CMTS maps DOCSIS

Primary US Service
Flow to an 802.1q
VLAN

PE maps VLAN to an
EoMPLS Pseudowire
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TLS Over DOCSIS Service Verification
AVerify Cable Modem online

AVerify Cable Modem is L2VPN enabled




TLS Over DOCSIS

Multipoint (E-LAN) Service
A Upstream routers implements the multipoint aspect

A Full mesh VPLS may be used

A H-VPLS recommended for better scaling in N-PE
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